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Self-Assessment of Compliance with Guidelines issued by the HKMA relating to Prevention of Money Laundering and Terrorist Financing

Completion Instructions

Background and Objectives

1. The HKMA’s regulatory standards and requirements for prevention of money laundering and terrorist financing are mainly embodied in the following guidelines issued under Section 7(3) of the Banking Ordinance :

(i) Guideline on Prevention of Money Laundering (revised in 2000);

(ii) Supplement to the Guideline on Prevention of Money Laundering (revised in June 2004); and

(iii) A set of Interpretative Notes (issued in June 2004) which provides practical guidance on implementing the requirements of the Supplement.

2. The attached self-assessment framework is developed to facilitate AIs’ assessment of their compliance with the relevant anti-money laundering
 (AML) requirements, and to help AIs identify and rectify any weaknesses and deficiencies at an early stage.  Each AI is expected to complete its self-assessment based on the attached framework and submit it to the HKMA for review (see paragraphs 15 and 16 below).

3. As a means to supplement on-site examinations, the self-assessment results submitted by AIs will be used by the HKMA to monitor the AML compliance of individual AIs and to follow up on the remedial measures for addressing deficiencies identified.  Where necessary (e.g. the assessment results appear to be inconsistent with the HKMA’s understanding of the AI concerned), the HKMA may consider validating the results of the self-assessment in its on-site examination or off-site review, or through the commissioning of an external auditors’ report under Section 59(2) of the Banking Ordinance.

4. The self-assessment results will also enable the HKMA to analyse the compliance position of individual AIs, with a view to identifying common issues within the banking industry and developing supervisory guidance over the longer term.

Structure of Self-Assessment

5. The self-assessment framework is divided into ten parts, the first nine of which relate to the AML requirements for each of the core control areas listed below :

Part 1:
Overview

Part 2:
Customer due diligence

Part 3:
Correspondent banking

Part 4:
Remittance

Part 5:
Terrorist financing

Part 6:
Record-keeping

Part 7:
Suspicious transactions

Part 8:
Compliance and internal audit functions

Part 9:
Staff awareness and training


AIs are required to indicate the level of compliance (i.e. “fully compliant”, “partially compliant” or “non-compliant”) with each of the requirements applicable to them.

6.
Part 10 is a worksheet that AIs can use to provide details of any partial compliance or non-compliance with the relevant requirements and the corrective actions that have been taken or are underway.

7.
It should be noted that the requirements set out in the framework are not necessarily all-inclusive, but mainly serve to highlight the major regulatory and compliance criteria which are essential to a reasonably sound system of controls for combating money laundering and terrorist financing.  A substantially positive response to the requirements however by no means represents the absence of any weaknesses or deficiencies that may warrant management attention.  AIs should form their own views as to the level of compliance of their institutions, having regard to the results of their self-assessment and other internal audits or reviews as appropriate.

Scope of Self-Assessment

8. This self-assessment is to be conducted on an individual AI basis.  If there are two or more AIs within the same banking group and they adopt the same AML policies and procedures on a group basis, the AIs concerned may choose to consolidate their positions by submitting a single self-assessment report under the leading AI (in which case the other AIs covered in the consolidated self-assessment should be clearly specified).  Separate submission is also welcome if the AIs consider this necessary for reflecting more clearly the compliance position of each AI in the group.

9. Where applicable, the self-assessment should cover the overseas operations of a locally incorporated AI that subscribe to group AML standards.

Completion of Self-Assessment

10.
The self-assessment should generally be carried out by the Internal Audit Department, the Compliance Department or other equivalent unit within the organisation. If necessary, AIs may commission external auditors or consultants to conduct the self-assessment. 

11.
The self-assessment results should be approved and signed off by the Chief Executive of the reporting AI.  The completion of the self-assessment report should be assisted by the relevant business or supporting functions as appropriate.

12.
The responses to the requirements set out in each of the core control areas are intended to determine whether an AI has formally considered and implemented these requirements.  Thus, if the response to a requirement is “fully compliant”, the AI is generally expected to supplement the response by a brief description of how the requirement is implemented.  For example, if the AI adopts a risk-based approach to conducting customer due diligence, it is expected to mention about the risk-based criteria being used and the efficacy of such an approach (e.g. the number or types of high risk customers resulting from applying the approach).  The AI should exercise its judgement in determining the appropriate extent of information to be included in the responses.  If the response is “partially compliant” or “non-compliant”, the AI should provide details of the deficiencies identified and explain the approach to meeting the requirement (i.e. the action plan and timetable for achieving compliance).  Such details should be elaborated in Part 10 of the self-assessment framework.

13.
Any requirement that is not applicable to the AI should be so indicated, with an explanation of why this is the case.

14.
The reporting AI should ensure that the self-assessment has covered all applicable operations and that the information provided to the HKMA is adequate for the purpose.  In the case of need, the HKMA may request for additional information from the AI to substantiate the findings of the self-assessment.

Submission of Self-Assessment

15.
The self-assessment should be based on the position of 30 June 2005.  AIs will have a period of three months to submit the self-assessment report to the HKMA.

16.
AIs should submit both the hard copy and the soft copy of the report to the HKMA as follows:

Hard copy

Mail the signed report to:

Banking Policy Department (Division A)

Hong Kong Monetary Authority

55/F, Two International Finance Centre

8 Finance Street, Central

Hong Kong

(Ref: AML Self-Assessment Report)

Soft copy

Send the soft copy to the following email address of the HKMA: aml@hkma.finnet.hk (please do not encrypt the file, as the transmission channel is secured).

--------------------------------

� Unless otherwise stated, all references to AML or prevention of money laundering generally include the fight against terrorist financing.
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